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Voice-over-IP (VoIP) telephony offers the potential for remarkable cost savings, efficiency,
and mobility gains for businesses of all sizes. Due to a wide array of vendors and the
growing popularity of this technology, prospective VoIP clients may feel nervous about
vendor selection and adoption. As VoIP expert Carrie Higbie points out, "The tough decision
isn't whether to use IP telephony or not – it's which vendor to choose." Companies who fall
prey to certain pitfalls can experience dissatisfaction with their vendor or technology.

Is VoIP Adoption Challenging?
Transitioning to VoIP shouldn't be overly challenging or result in a drastic drop in call quality
for the sake of cost savings. The technology behind IP-based telephones is relatively simple.
In this blog, you'll learn 11 of the most common mistakes businesses make in the vendor
and technology selection stages of VoIP adoption. With knowledge of why these mistakes
occur and how to avoid them, you can protect your business from a rough implementation
or VoIP dissatisfaction

1. Not Fully Assessing Hosted vs. Self-Hosted VoIP
In-house or hosted VoIP is separated by cost and several other factors. However, the
biggest factor company's should consider is how many nonfinancial resources they can
dedicate toward a new phone system:

If you go the hosted route, your service and setup will be managed by a vendor.
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If you host your VoIP in-house, you will be responsible for purchasing, implementing,
and maintaining your VoIP technology.

Here are some factors to consider if you're choosing between the two options:

You May Choose to Keep VoIP In-House If:

You have experienced VoIP or business voice communications experts on staff.
You anticipate minimal growth or changes in staffing over time.
You can perform your own bandwidth assessment to increase your data service
appropriately.
You feel confident selecting VoIP and voice handset technologies.

 

You May Choose to Go with a Hosted Voice Vendor if:

You feel overwhelmed by technology and hardware selection.
You anticipate significant growth in your voice needs.
You need help optimizing your data connection to support VoIP.
You need support to perform a data traffic assessment and prioritization.
You have a high percentage of work-from-home staff or plan to increase your mobile
work policies.

 

2. Incorrect Bandwidth Assessment
Companies may over or underestimate the bandwidth required to support VoIP, especially if
their call volume can fluctuate significantly. While excessive bandwidth can lead to
unnecessary spending, underestimating bandwidth needs can result in:

Inconsistent phone service.
Poor sound quality on voice calls.
Slow internet speeds.

Even the best VoIP vendor can't provide appropriate quality of service (QoS) if you have less
bandwidth than the minimum needed to support your network traffic needs. If you select
a unified business communications vendor, you can secure sufficient bandwidth with an
upgrade to fiber optic Internet connectivity and save money by bundling services.

3. Choosing a Vendor Without Business Continuity Planning
Few companies can afford to operate without phone or Internet connectivity. Poor uptime or
availability can carry immense hidden costs in terms of worker productivity, revenue, and
public image. Companies who fail to hire a VoIP vendor who offers business continuity
planning and service level agreements for availability can pay the price post-
implementation. Your vendor should consider business continuity a cornerstone of their
client services. Optimally, your VoIP service will account for immediate switchover to
employee mobile devices in case your primary phone lines go down for any reason.
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4. Failing to Purchase Add-On Features
Many VoIP vendors offer features which can be added to basic business voice service
packages. While adding corresponding services such as web conferencing will raise your
monthly phone service costs, it will ultimately lower the total costs you pay for business
communications technology.

By purchasing add-on services with VoIP, you'll save costs over what you would spend on
multiple vendor agreements or software purchases. Examples of commonly purchased add-
on features can include:

Data Integration, such as voicemail-to-email transcription.
Automated Call Distribution for call centers or high-volume customer service
environments.
Interactive Voice Recognition for self-serve customer service and call routing.
Remote Management for adding or removing phone lines from anywhere in the
world.
Chat for internal and external communications.
Video chat and teleconferencing software.

 

5. Not Considering Information Security
VoIP information security is closely connected to Internet security, but they're not one and
the same. The history of phone call hacking, or phreaking, for thrills or criminal purposes
originated in the 1960s or earlier. Unfortunately, criminal and mischievous attacks on voice
communications can also be directed at VoIP, if organizations do not pay appropriate
attention to security during the vendor selection and implementation stages.

VoIP information security attacks can include:

Denial of service attacks.
Spamming over Internet Telephony (SPIT).
Vishing (phishing via VoIP telephony).
Eavesdropping and call recording.

Your company needs to protect it's Internet connection through firewalls to lend a first level
of protection over your business voice communications. An upgrade to fiber Internet
connectivity can further increase your security. Finally, selecting the right VoIP vendor can
also offer additional safeguards, through the use of technologies that make it more difficult
for a "phreaking" or hacking attempt to intercept your voice calls.

6. Not Anticipating Hidden Costs
The cheapest vendor may not be the right choice. Not only does shopping for VoIP by price
alone carry the risk of low-quality service, it may not account for hidden costs of VoIP
adoption. The costs that are most commonly excluded from initial VoIP quotes can include:

Software licensing.
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Security measures.
Handsets.
Software integration.

Prior to signing a vendor agreement or taking steps towards self-hosted VoIP, it's critical to
evaluate the estimated total cost of ownership (TCO) as well as the vendor's quality track
record.

7. Failure to Prioritize QoS
Quality of service (QoS) ensures voice data transmissions receive priority over non-voice
utilization of bandwidth. QoS allows businesses to maintain a consistently high quality of
voice communications.

Quality of service isn't a single technique or tool, but a set of strategies that put appropriate
focus on high-quality voice transmissions With the right vendor, standard QoS strategies
may include:

Dedicated bandwidth.
Avoiding network congestion.
Setting traffic priorities across the network.

The measures required to ensure QoS at a major enterprise can look vastly different than
appropriate QoS at a small organization. Some companies may require an upgrade to fiber
or dual broadband connections in order to ensure adequate sound quality. If QoS is an
overwhelming concept to your VoIP selection and implementation team, hire a business
communications vendor with appropriate industry experience to guide you through this
process. 

8. Not Contracting with Industry Experience
There is an abundance of VoIP vendors, who can range significantly in price and quality. A
vendor for hosted voice services should offer extensive experience and a strong track
record of customer satisfaction. No organization wants to be a VoIP vendor's first customer.

It's also important to screen for support. While the majority of your voice calls will take
place between the hours of 9 a.m. and 5 p.m., business communications are 24/7/365. You
must ensure your vendor will be available after hours to assist in troubleshooting or
resolution in case of emergency.

9. Not Choosing the Right Handsets
There are significant differences among VoIP-compatible phone handsets. Your business can
choose from name-brand and generic options, as well as phones that vary from extremely
basic to very complex. The line's intended use and business requirements should dictate
the features selected. Most businesses opt for several different models of handset, to
accommodate every use case from basic business users to conference room models

Handset features to consider include:

3-Way Calling



Intercom
Automatic Callback
Call Transfer
Call Forwarding
Call Hold
Speed Dial
Call Waiting
Inside/Outside Ringing

For more insight on choosing the right VoIP handsets, we recommend How Much Does a
Phone System Cost for Small Business?

10. Failing to Upgrade Their Router
If your business is using an Internet router that was designed for residential use, it may not
be sufficient for an upgrade to VoIP telephony. Many commercial-grade routers are
optimized for VoIP. Evaluating your router for suitability prior to upgrade can ensure you
don't experience voice quality issues.

Critical VoIP features for a router include:

QoS prioritization of voice traffic
Automatic Port Assignment
HD Video Optimization

 

11. Poor IVR Optimization
For businesses with a high volume of inbound customer service calls, your interactive voice
recognition system (IVR) is the "face" of your company. Many VoIP vendors allow extensive
customization options for creating a positive IVR customer experience.

Poorly optimized IVR can lead to intense customer frustration, especially when callers find
themselves navigating a long menu while just wanting to "talk to a real person." The
primary goal of IVR setup should be to minimize misrouted calls while keeping customer
satisfaction as high as possible.

Common IVR mistakes may include:

Using a robotic voice
Counter-intuitive prompts (such as, "Push 7 for English")
Failing to use "shallow" menus, or streamlining menu options
Voicemail dead-ends
Including unhelpful marketing messages during hold times

Remember, your IVR is often not your customer's first attempt at reaching resolution. They
may be calling after checking your website or sending an email. By making your IVR as
customer friendly as possible, you can improve your client's experience.
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Adopting VoIP
While VoIP implementation is often surprisingly simple for first-time IP voice users, there are
certain pitfalls to avoid. By hiring an experienced VoIP vendor, you can benefit from
decades of industry-specific expertise on add-on feature selection, handset shopping, and
network traffic analysis. Most businesses rarely shop for a phone system, which is why
expert assistance can be priceless during a voice upgrade process.

For more information on hosted voice services for businesses or the benefits of bundling
voice, data, and fiber,contact an expert representative of Atlantech Online today.
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